
Annual Security Verification 
of User Permissions in the

Cash Draw and Expenditure Reporting 
System

A Training Module for Workforce Development Boards and Other 
Texas Workforce Commission Grantees and Subrecipients
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Overview
The Texas Workforce Commission (TWC) conducts an annual security 
verification of user access permissions for the TWC Cash Draw and 
Expenditure Reporting (CDER) system.

During the event, each entity that receives a grant award from TWC will:

• Review the CDER system access permissions for each of its users,

• Make needed permission changes (if any), and

• Certify to TWC that all of the entity’s CDER system user access 
permissions are necessary and appropriate for the users’ roles.
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Security Administrator’s Role

Each entity that uses the CDER system has designated a member of 
that entity’s personnel to function as the entity’s CDER system Security 
Administrator. TWC will conduct the annual security verification in 
coordination with each entity’s designated CDER system Security 
Administrator.
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Due Date
TWC will notify each entity’s CDER system Security Administrator when 
TWC begins its annual security verification.

From that date, the entity will have 15 calendar days to complete any 
permission changes and submit its certification to TWC.

An entity that has not submitted its certification to TWC by 11:59 PM 
of the 15th day will temporarily lose cash draw (payment request) 
permissions for all grant awards that the entity has with TWC. TWC will 
restore the permissions after TWC receives the entity’s certification.
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Starting the Verification Process
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First Steps

The process begins and ends in the CDER system.

TWC will create a unique Security Report for each entity.

TWC will notify each entity’s CDER system Security Administrator when 
that entity’s Security Report is available for review.

Important:

The notice from TWC to an entity’s Security Administrator starts the 15-
day clock for purposes of determining the due date for that entity.
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Accessing the Security Report (1/3)

When the Security 
Administrator 
receives TWC notice 
that the Security 
Report is available, 
the Security 
Administrator will 
login to the CDER 
system as they 
normally would for 
any other purpose.
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Accessing the Security Report (2/3)

At the Home Page, find and open the Reports tab.
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Accessing 
the Security 
Report (3/3)

A Reports List will 
open, grouped by 
function. Locate the 
Administration 
heading. Select 
Security Report 
from the list. 

9



Set the Security Report Filter
After selecting the Security Report from the Reports List, a Security 
Report filter opens. Select “All” from the dropdown list. This sets the 
filter to show permissions for all of the entity’s CDER system users.

Near the 
bottom right 
corner of the 
screen, click 
Next to 
proceed to 
the report.
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Review the Security Report (1/2)

Review each user’s 
access permissions. 
Determine whether 
each listed permission 
is necessary and 
appropriate to the 
respective user.  
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Review the Security Report (2/2)
Notice the two buttons 
near the top of the Security 
Report:

• The first is used to certify 
that the report reflects 
necessary and 
appropriate roles.

• The second is used to 
indicate that one or more 
permission requires a 
change.

The following slides walk 
through these options.
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Option 1:
Certifying the Security Report
Instructions that Apply when all Permissions Shown on the Security 
Report are Necessary and Appropriate to the Respective Users’ Roles
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Option 1: Certifying the Report (1/5)
If all of the permissions listed on the Security Report are necessary and 
appropriate to the respective users’ roles, select the option to certify 
the Security Report. Then click Submit.

Note: If one or more 
of the permissions 
requires a change, do 
not certify the 
report. Refer instead 
to “Option 2: Making 
Permission Changes,” 
in this slideshow.
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Option 1: Certifying the Report (2/5)
After you click the “Submit” button to certify the Security Report, the CDER 
system should display a message screen that reads: “Security Info saved 
successfully.”

Important:
This is the step that TWC requires each entity to complete by 11:59 PM on the 
15th calendar day of the verification process.
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Option 1: Certifying the Report (3/5)
The CDER system then e-mails TWC’s Cash Draw TA staff, notifying TWC 
that a Security Report has been certified.
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Option 1: Certifying the Report (4/5)

TWC staff accept the entity’s submission to complete the process.
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Option 1: Certifying the Report (5/5)

After TWC 
accepts an 
entity’s 
certification 
submission, the 
entity will receive 
an e-mail from 
TWC, giving 
notice that TWC 
has accepted the 
report.
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Option 2:
Making Permission Changes
Instructions that Apply if the Security Report Contains One or More 
Permissions that is not Necessary or Appropriate to a User’s Role
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Option 2: Make Permission Changes (1/5)
If one or more of the permissions listed on the Security Report is not 
necessary and appropriate to a user’s role, locate the radio button near the 
top of the Security Report that indicates that you have changes. Select it and 
click Submit.
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Option 2: Make Permission Changes (2/5)

TWC’s Cash Draw 
TA staff receives a 
system generated 
e-mail informing 
them to watch for 
an e-mail from the 
entity with details 
about the changes 
that need to be 
made.
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Option 2: Make Permission Changes (3/5)

Important:
After you select the radio button that indicates that you need to make 
changes to one or more user permissions, you must e-mail the details 
about the changes to TWC Cash Draw TA staff at 
cashdraw.ta@twc.state.tx.us.
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Option 2: Make Permission Changes (4/5)
Upon receiving an e-mail from the entity that details needed changes, TWC 
will:

• Make the specified user permission changes,

• Notify the entity that the changes have been made, and

• Instruct the entity to again login to the CDER system and review the 
Security Report (which will now have been updated to reflect the 
changes).

The entity should allow up to two business days for TWC staff to complete 
the changes. The 15-day clock continues to tick during this time.
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Option 2: Make Permission Changes (5/5)

Upon receiving notice from TWC that TWC completed the submitted 
changes, the entity will again navigate to and review the Security 
Report in the CDER system.

• If all of the permissions listed on the report are now necessary and 
appropriate to the respective users’ roles, certify the Security Report. 
(Refer to “Option 1: Certifying the Report” in this slideshow for 
instructions for certifying the report.)

• If additional changes are needed, repeat the steps in “Option 2: Make 
Permission Changes” of this slideshow.
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Record Retention
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Verification Records

TWC will retain a record of the verification and entity’s certification 
within the CDER system.
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If you have questions:
Please e-mail the Cash Draw TA staff at cashdraw.ta@twc.state.tx.us.
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